**Activity Exemplar: Investigate a suspicious file hash**

Here is a completed exemplar along with an explanation of how the exemplar fulfills the expectations for the activity.

**Completed Exemplar**

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAABkAAAAAMCAIAAAC1JObdAAAAA3NCSVQICAjb4U/gAAAAsElEQVR4nO3dsQ3CUAwEUP/gNOw/BCOwRToqGgZAQIOEEJgFItq4eG+Cq0/WeVRVAAAAAEBX09YBAAAAAOCfPBxP19tzjLF1EgAAAABYkcv5tlwe86TAAgAAAKCjzBz7eUoFFgAAAAAt2cACAAAAoDUFFgAAAACtZVRURdXWQQAAAABgTb4+cX/XvNs6CAAAAACsGd+qcH4FAAAAQFc5IsIHQgAAAAC6MuIOAAAAQGs/NrYbbwlMqDAAAAAASUVORK5CYII=)

To review the exemplar for this course item, click the link below and select *Use Template*.

Link to exemplar: [Investigation findings](https://docs.google.com/presentation/d/1Fnvb3UT6cub8Awdndqcau19XT2SZ0_6AvsKGD3hplVo/template/preview?usp=sharing&resourcekey=0-gXvso16ahSg_C96ofMlzNA)

OR

If you don't have a Google account, you can download the exemplar directly from the following attachment.

[Investigation findings](https://d3c33hcgiwev3.cloudfront.net/7-xsgu6_Ri2HFxYAaGu_iQ_7eb2e8762e00465cacf14547666540f1_Investigation-findings.pptx?Expires=1717891200&Signature=KkaOlU01zPIWuexy6WIkMT-19HIjqg-~AzRVbhgWmJjWCbt3Z4nDDt8jgr-0GKTKzF56R94WBs9h5z-q2EwbKCA~0b2j2mEbfQCtlGZp1h5mN3j4nnPYehlQ8PCYo9Xn-jYnTNL6iG6YCXxqB-SyA3306bUOuaOQi-Xt3z0B7tw_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

[PPTX File](https://d3c33hcgiwev3.cloudfront.net/7-xsgu6_Ri2HFxYAaGu_iQ_7eb2e8762e00465cacf14547666540f1_Investigation-findings.pptx?Expires=1717891200&Signature=KkaOlU01zPIWuexy6WIkMT-19HIjqg-~AzRVbhgWmJjWCbt3Z4nDDt8jgr-0GKTKzF56R94WBs9h5z-q2EwbKCA~0b2j2mEbfQCtlGZp1h5mN3j4nnPYehlQ8PCYo9Xn-jYnTNL6iG6YCXxqB-SyA3306bUOuaOQi-Xt3z0B7tw_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

**Assessment of Exemplar**

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAABkAAAAAMCAIAAAC1JObdAAAAA3NCSVQICAjb4U/gAAAAsElEQVR4nO3dsQ3CUAwEUP/gNOw/BCOwRToqGgZAQIOEEJgFItq4eG+Cq0/WeVRVAAAAAEBX09YBAAAAAOCfPBxP19tzjLF1EgAAAABYkcv5tlwe86TAAgAAAKCjzBz7eUoFFgAAAAAt2cACAAAAoDUFFgAAAACtZVRURdXWQQAAAABgTb4+cX/XvNs6CAAAAACsGd+qcH4FAAAAQFc5IsIHQgAAAAC6MuIOAAAAQGs/NrYbbwlMqDAAAAAASUVORK5CYII=)

Compare the exemplar to your completed activity. Review your work using each of the criteria in the exemplar. What did you do well? Where can you improve? Use your answers to these questions to guide you as you continue to progress through the course.

***Note:*** *The exemplar represents one of many possible ways to complete this activity. Yours will likely differ depending on which IoCs you have identified and listed. What's important is that your activity captures some details of the file hash investigation including related IoCs and verification of the file as malicious.*
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**Step 1**: The exemplar provides a clear and brief summary of the file hash by using the information found under the **Detection** tab. The **Community Score** and the **Security vendors' analysis** listed in the VirusTotal report provide insight into the file. Over fifty security vendors have flagged this file as malicious. Additionally, multiple vendors have categorized the file as Flagpro malware, a well-known malware used by advanced threat actors.

**Step 2**: The exemplar also identifies different types of IoCs using the VirusTotal report. While the exemplar provides an example for each field in the pyramid, your activity only has to include *three* IoC examples. Using the information found in the **Details**, **Relations**,and **Behavior** tabs, you'll be able to find additional IoCs that are related to the file such as: a domain names, IP addresses, hash values, network or host artifacts, tools, and tactics, techniques, and procedures (TTPs).

* **Domain names**: org.misecure.com is reported as a malicious contacted domain under the Relations tab in the VirusTotal report.
* **IP address**: 207.148.109.242 is listed as one of many IP addresses under the Relations tab in the VirusTotal report. This IP address is also associated with the org.misecure.com domain as listed in the DNS Resolutions section under the Behavior tab from the Zenbox sandbox report.
* **Hash value:** 287d612e29b71c90aa54947313810a25 is a MD5 hash listed under the Details tab in the VirusTotal report.
* **Network/host artifacts**: Network-related artifacts that have been observed in this malware are HTTP requests made to the org.misecure.com domain. This is listed in the Network Communications section under the Behavior tab from the Venus Eye Sandbox and Rising MOVES sandbox reports.
* **Tools**: Input capture is listed in the Collection section under the Behavior tab from the Zenbox sandbox report. Malicious actors use input capture to steal user input such as passwords, credit card numbers, and other sensitive information.
* **TTPs**: Command and control is listed as a tactic under the Behavior tab from the Zenbox sandbox report. Malicious actors use command and control to establish communication channels between an infected system and their own system.

**Key takeaways**

In this activity, you determined that a file was malicious using information from a VirusTotal report. You also identified additional indicators of compromise that are associated with this file. As a security analyst, you will use investigative tools like VirusTotal to access threat intelligence from the global cybersecurity community. This helps you add context to investigations and learn more about threats when investigating a possible security incident.